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u s c m 1  

Ab&oct-Optial CDMA Local Area Networks allow shared An ODtical Orthoeonal Code (OOC) set is a set of (0.1) . ,  
access 10 a broadcast medium. EveV node 00 the network is 
assigned " Optical Orthogonal (OoC) Io transmit 
or receive on. OOCs are designed to be pseudo-orthogonal, i.e., 
the correlation (and therefore the interference) between pairs of 
codewords is constrained. mis paper demonstrafes that the use 
of optical CDMA does not preclude the need for'a media accem 

sequences of length k that satisfies certain autocorrelation and 
crosscorrelation constraints. The term codeset is used to refer 

sequences, and the term codeword is used 
for a member of the set. Each 0 or 1 of a sequence is called 
a chin and the seauence feuresents a data bit. The number w 

the set Of 

weight. This paper considers constant weight codesets, i.e., media. 

codesets with all codewords having the same weight OOCs have low spectral efficiency. As more codewords are 
transmitted simultaneously, the interference between codewords 
increases and the network throughput falls. This paper analyzes In ON-oFF (OOK) optical CDMA is 
a network architecture where there is virtuallv no MAC Laver. Sent using codewords. To send a 1 data bit, the node transmits 
except for choice of the codeset. and shows t&t its thronghbt the codeword and the send a 0 data bit, it does not transmit 
degrades and c o l L a ~  under load. we 
prop- an alternate architecture called Inte$erence Avoi&nce 
where nodes on the network use media a c e s  mechanisms to 
avoid causing interference on the line, thereby improving network 
throuahpat Interference avoidance is aoal-yzed and it is shown 

Io any code. The presence of the codeword signifies a data bit 
of 1 and the absence signifies a 0 data bit. 

Let ~ ( t )  denote the value of the t th chip of an N chip 
codeword s. For any codeword SI in the codeset, the autocor- 

that it &a provide up to 30% improvement in throughput with 
low delays and no throughput collapse. We validate OUT analysis 
through simulation with realistic network traffic traces. = W  when T = O  

relation constraint Is  
N-1 

KEYWORDS System design + T ) S 1 ( t )  < K,, when 0 < T < N - 1 
t=o 

I. INTRODUCTION 

Code Division Multiple Access (CDMA) has been widely 
used in  wireless networks such as the cellular phone sys- 
tem for several years because of its resilience to multiuser 
interference. Its use on an optical link has been studied 
extensively [l], [Z], [3]. However, several concerns have been 
expressed about the use of spread spectrum on an optical link. 
The main concern is that the use of optical CDMA results in 
low network throughput [41. 

Code division multiplexing on an optical link is significantly 
different from that on the wireless medium. The primary 
difference is that optical fiber, in contrast to wireless, is 
an intensity medium (also called a unipolar or incoherent 
medium). Signals are transmitted as optical power. Hence, 
binary data is sent using pulses of light. The overlap of optical 
pulses results in the addition of optical power. 

'This material is based upon work suppnred by the Defense Advanced 
Research proleas Agency under conuact no. N66001-M-1-8939 issued by the 
Space and Naval Warfare Syaems Center (SPAWAR). Any opiniom, findings, 
and conclusions or recommendations expressed in this material are those of 
the authors and do not necessarily reflect the views of the Defense Advanced 
Research Rojens Agency, SPAWAR, or the US. Government. 

For any pair of codewords s1 and s2 in the codeset, the 
crosscorrelation constraint is 
N-1 

Sl( t  + .)sz(t) 5 n, when O < r < N - l  
t=o 

A codeset designed under these constraints is said to be 
pseudo-orthogonal. m e  pseudo-orthogonality constraint en- 
sues that the codesets have limited interference between 
codewords. Most codeset designs use na = n, and call 
this value the Maximum Collision Parameter n. Most optical 
CDMA networks are designed to use K = 1 or 2, to ensure that 
interference between codewords is low. A particular codeset 
is specified by the parameters (N, w, n) .  

The size of a codeset is the number of codewords in the 
codeset. The size S of a constant weight code constructed 
under the pseudo-orthogonality constraints can be shown to 
satisfy the Johnson bound 151, [61: 

s ( N , w , ~ )  1- 1 1- n - 1  1- n - 2  L..... [=]]I ....]I 
w w - 1  w - 2  w--n 

Codesets are designed to be pseudo-orthogonal for low inter- 
ference. Therefore multiple nodes can transmit simultaneously 
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on different codewords. A receiver that is tuned to a particular 
codeword listens in the appropriate chip locations where it 
expects to receive ‘1 chips’. If the number of ‘1 chips’ its 
detects is above a certain threshold, it assumes that it has 
received a ‘1’ data bit. The threshold is generally set to the 
weight of the code. An error will occur if there are enough 
other codewords on the line which have ‘1 chips’ in the same 
locations as the expected codeword. If that happens, a ‘0’ data 
hit or no transmission may be falsely detected as a ‘1’ data bit 
(a false positive). If this happens it will result in the loss of 
the data packet. This is the main cause for the degradation in 
throughput of an optical CDMA network at high offered load. 

The spectral emiency of a codeset is given by 

q = A / N  

where A is the number of active (or simultaneous) users. 
The spectral efficiency is a measure of how good the coding 
scheme performs compared to a perfect time division multi- 
plexed system, for which q = 1. 

The use of optical CDMA with a threshold based detector 
puts a limit on the amount of bandwidth available. For 
example, the Johnson bound for a (25, 3, 1) codeset gives 
a maximum of 1113 L(25 - 1)/(3 - l)]] = 4 codewords. 
At a chipping rate of lGbls, this means that the data rate 
is (lR5)Gbls = 4OMbls. Under worst case conditions, for 
zero false positive mors, a maximum of 3/1 = 3 codewords 
can be on the line simultaneously. The spectral efficiency 
is just 3/25 = 12%. Thus, only a fraction of the available 
bandwidth is utilized. In the above example, even under the 
best case conditions the available bandwidth is approximately 
l /w = 113 of IGbls Y 3oOMb/s. This is because we are 
using 3 chips to represent what could have been sent using 
1 chip. Attempting to increase the bandwidth utilization by 
increasing the number of codewords on the line increases the 
interference between codewords resulting in lost packets and 
lower network throughput. 

To summarize, optical CDMA allows nodes to transmit 
asynchronously without any media access delay. However, 
it has two disadvantages: low spectral efficiency and low 
throughput under heavy loads. At high offered loads, the cause 
for low throughput is the interference between codewords. 

In Section I1 we further discuss the motivation for OUT 

study. Related work in this field is discussed in Section 111. 
Section IV outlines the system design. The media access 
mechanisms are described in detail in Section V. Analysis 
of an optical CDMA system with and without interference 
avoidance follows in Sections VI and VII. The limitations of 
the architecture and conclusions are discussed in Sections M 
and X. 

11. MOTIVATION 
The throughput of an optical CDMA network at any instant 

of time depends on the codewords that are on the line at 
that instant. The chip offset between any two codewords is 
defined as the difference in chip times between the start of 
transmission of the codewords. The interference depends on 

c o d e w d l  l0l1l0l0j111 
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Fig. 1. Examples of interference between ccdewwds 

the exact codewords on the line and the chip offsets with 
respect to each other. For example, consider the codewords 
shown in Figure l(a). The analysis assumes that codewords 
are chip aligned but not necessarily bit aligned. The figure is 
a snapshot of data bits sent by two nodes (codewords 1 and 2). 
A third node is preparing to transmit on codeword 3. The figure 
represents an instant in time when all three packets had a 1 data 
bit on the line. Only one data bit from each node is shown in 
the figure. The packets could contain several 0 and 1 data bits, 
extending in both directions. The packets sent on codewords 
1 and 2 can be transmitted without any problem under the 
chip offsets shown. However if a packet with codeword 3 (the 
codeword to be transmitted) were 10 be transmitted with the 
chip offset shown, there is a high probability that it would not 
he received properly. This is because it is likely that the packet 
sent on codeword 3 would contain a 0 data bit. Codewords 1 
and 2 could potentially combine to create a 1 data bit in that 
position. The checksum on the packet would fail and it would 
he discarded. 

On the other hand, if the packet on codeword 3 was sent 
three chip times later as shown in Figure l(b), the three packets 
could be transmitted without interfering with each other. The 
figure shows the codeword 3 shifted by 3 chip times (it shows 
the end of one data bit and the start of another). Codeword 3 
has at least one chip that does not interfere with codewords 1 
and 2. Hence it will be received correctly. 

The main contribution of this work is to recognize that 
the throughput of optical CDMA under heavy loads can be 
improved by simple media access mechanisms that prevent 
interfering codewords from being sent simultaneously. The 
media access mechanism does this by transmitting the packet 
at the appropriate chip offset with respect to the codewords 
on the line. It senses the interference on the line and decides 
when to transmit. We call this scheme Interference Avoidance. 
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The sensing mechanism is feasible even though the chipping 
rate of the network is high (say, in the order of Gbls) because 
the data rate is lower (in the order of Mb/s). This allows the 
use of well known media access technique$ such as carrier 
sensing and collision detection. It may be noted that though the 
data rate is low, the overall network throughput is high (in the 
order of Gb/s), because several nodes transmit simultaneously. 
The Interference Avoidance mechanism is analogous to the 
well known Carrier Sense Multiple Access/Collision Detection 
(CSMNCD) mechanism in several ways, though it has several 
key differences. 

An alternative method to improve .the throughput of an 
optical CDMA network is to vary the codeset design pa- 
rameters (the codeword length N or the maximum cross- 
correlation parameter n). Increasing K allows the codeset 
to have more codewords. The cross correlation between the 
codewords varies between 0 and n. Given the random nature 
of transmitted codewords, it is possible that the pairs of 
codewords with maximum cross correlation appear on the 
line only rarely and this may improve throughput. Through 
analysis, we show that this method can provide only limited 
gains in overall network throughput and that for higher gains 
a media access protocol is necessary. 

It may be noted that the problem we attempt to solve is 
significantly different from the problem on wireless media 
where the nature of the codes is different, where hidden 
terminals and exposed terminals prevent effective sensing 
operations and multipath effects degrade throughput. 

To understand the performance implications of Interference 
Avoidance our analysis tries to answer the following questions: 

Can throughput improvements be obtained by using 
codeset design techniques (varying N ,  n) without using 
interference avoidance? 
How much improvement in throughput does interference 
avoidance provide and what is the cost in terms of 
increased, latency? 
What are the tradeoffs that this design provides? 

We analyze interference avoidance and show that it can 
produce significant throughput gains (up to 30%) with low 
delay under certain conditions. 

111. RELATED WORK 

?his work draws on several earlier results, both from the 
area of code design and the area of network design. 

Chung et al. [7] describe several algorithms to consmct 
OOCs. These constructions are for codes with maximum 
crosscorrelation parameter K = 1. Chung and Kumar [5]  
describe a method for construction of codes with n = 2. 
Several construction methods for OOCs are described in [81 
and [9] among others. The construction methods focus on 
codes with low crosscorrelation parameter. 

In the area of optical CDMA network design, Salehi [21, 
[3] analyzed an optical CDMA based network and developed 
expressions for the bit error rate of a network that uses 
codesets with K = 1. Azizoglu et al. [IO] determined the error 
rate for codesets with K = 2. They showed that the bit error 

rate does not degrade significantly when K is increased from 
1 to 2. 

Recently, Shalahy [ I l l ,  1121 examined the effect of two 
different crosscorrelation parameters on the throughput of an 
OOK-CDMA network. The result of the analysis was that 
under certain conditions, throughput could be increased by 
a factor of around 3 by increasing the n from 1 to 2. 

Hsu et al. [131, [I41 analyzed the performance of slotted 
and unslotted optical CDMA packet networks. They developed 
expressions for the throughput of the network and showed 
performance can be improved using Forward m o r  Correction 
(FEC) codes and hard limiters. Lee et al. [I51 analyzed the 
performance of O o c s  by assuming crosscorrelation distribu- 
tions to be Gaussian. They used their analysis to compare the 
performance of different code constructions. They showed that 
the performance of optical CDMA networks depends on the 
mean and variance of the crosscorrelation values. 

Muckenheim et al. [161, [I71 studied the effect of bit error 
probability on the packet error probability and suggested the 
use of block codes to reduce packet errors. They also described 
a random delay protocol to reduce the errors incurred during 
periods of high activity. 

Kumar [I81 analyzed the stability and throughput of optical 
CDMA networks using various protocols. They showed how 
the saturation throughput degrades with code sharing. In the 
context of packet radio networks, Raychaudhuri [I91 analyzed 
the throughput of a generic CDMA based packet switched net- 
work. Polydoros [20] analyzed the performance of a random 
access spread spectrum network. 

MAC mechanisms such as Carrier Sense and Collision 
Detection have been explored in the context of optical net- 
works in [211. The technical details of implementing a carrier 
sensdcollision detection mechanism over an optical medium 
have been discussed. 

The approaches discussed above attempt to improve 
throughput through either code design, the use of optical 
devices or through system design. In contrast, the approach 
we propose, interference avoidance, (discussed in Section V) 
is a media access control mechanism. 

. 

Iv. SYSTEM ARCHITECTURE 

The following sections describe the network architecture, 
the addressing, code allocation mechanism and the design of a 
receiver. The interference avoidance technique is independent 
of some architecture details such as the addressing and the 
codeword allocation scheme. Other architectural decisions 
such as the use of a star coupler and the receiver design are 
related to the use of the interference avoidance mechanism. 
The complete architecture is included here to present a clear 
picture of how the network will function. 

A. Network architecture 
The network we describe is a broadcast star coupler based 

system. Star couplers are passive optical elements with all 
inputs connected to all outputs. Data transmitted on an input 
of the coupler is transmitted to all its outputs. A port on 
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the coupler consists of an input and an output. Star couplers 
typically have between 2 to 128 pons. Every node on the 
network is connected to the coupler. Every node is equipped 
with at least one transmitter and one receiver. The transmitter 
and receiver may be tuned to any codeword. Though the archi- 
tecture assumes that there is only one wavelength available, it 
can be used with Wavelength Division Multiplexing (WDM). 
When more than one wavelength is available, the protocol 
may be mn separately on each wavelength. For reasons of 
simplicity we consider an architecture with one wavelength. 

B. Addressing and packet format 
Every node has a unique node address which is distinct 

from the codewords in the codeset. This address is permanent 
and is unique across the network. The packet header has a 
preamble to allow nodes to detect the start of a packet and 
an error detection mechanism such as a checksum to detect 
corrupted packets. The packet header also has a length field 
that specifies the length of the packet. An encoding of the data 
packet such as 4B15B is used to ensure that long sequences 
of either Os or 1s are prevented. 

C. Codeword allocation 
A node can choose to transmit or receive on any codeword. 

For simplicity, we assume a tunable transmitter-fixed receiver 
system. Nodes can tune their transmitters to transmit on any 
code and their receivers are fixed to receive on a single code. 
Nodes choose which codeword to receive on when they start 
up. The codeword chosen is a hash of the node address. The 
hash function is known to all nodes, so a node that wishes 
to transmit to another node can determine the codeword on 
which to transmit using the node address of the receiver and 
the hash function. This removes the need for a control channel 
or a centralized server to perform the mapping of node address 
to codeword. Although this is not a requirement of our design, 
for reasons of simplicity we assume that this is how the system 
is designed. 

In contrast, several optical CDMA network architectures use 
a static allocation of codewords to nodes. Each node on the 
network is assigned a unique codeword. This method restricts 
the design of the codeset because it should be large enough 
to support the number of nodes. 
Our design means that nodes will share codewords, i.e., 

several nodes may receive on the same codeword at a time. 
Any codeword or any of its cyclic shifts may be on the line at 
any time. Nodes accept or discard packets they receive based 
on the node address in the packet header. 

D. Receiver design 
As mentioned in Section I, false positives are the source of 

errors: a 1 bit is detected when a 0 bit is being sent. There are 
two error cases to be considered when designing a receiver: . False positives detected on a codeword when that code- 

word is not being transmitted may be detected by the 
absence of a preamble or by a checksum failure in the 
packet. 

False positives detected on a codeword when that code- 
word is being transmitted will result in the 0 data bits 
of the packet being detected as Is. (The 1 data bits will 
not be corrupted.) If this happens, it is possible that the 
packet might he corrupted. A packet on an average will 
consist of an equal number of 0 and 1 bits. If a 4B15B 
encoding is used, a 0 data bit will occur at least every 
4 bits. Therefore if this case occurs, we assume that this 
packet is lost with probability 1. 

Thus, if any combination of codewords on the line add up to 
another packet’s codeword, then that packet is lost. The event 
is called a bit collision. 

Each receiver is tuned to a particular optical CDMA code- 
word. It continuously listens for that codeword and as soon 
as it successfully detects a data bit and the packet preamble, 
it continues to listen for a packet and performs a checksum 
operation on the packet once it has been completely received. 
If two nodes transmit to a single node at around the same 
time, the receiver receives the first packet and synchronizes to 
it. 

We assume that the receivers do not do any form of power 
limiting. The network is a broadcast network and all nodes 
see all transmissions. We assume that every node sees exactly 
the same data on the line, possibly after different propagation 
delays. We also assume that the effect of different fiber lengths 
may be taken care of by using calibration mechanisms that 
allow each node to measure its propagation delay from the 
node to the coupler with the granularity of a chip time. 

V. M E D I A  ACCESS 

We describe two forms of media access, Aloha-CDMA and 
Interference SenseLnterjerence Detection (IsfId)7 our proposed 
mechanism. 

A. Aloha-CDMA 
This is the conventional form of access in optical CDMA 

networks. There is no explicit media access protocol. Nodes 
can transmit asynchronously with no media access protocol. 
This is similar to unslotted Aloha. The codeset used may 
be chosen to maximize throughput. The parameters used to 
construct the codeset used may be varied to control the 
interference between codewords. In Section VI we show ana- 
lytically that the throughput degrades as offered load increases 
and is low irrespective of the parameters of the codeset used. 

B. Interference sense and Interference detection ( ld ld)  
The main reason that the throughput of the network de- 

grades with the Aloha-CDMA mechanism is that packets 
are sent without sensing the media. Codewords with high 
interference between them may be sent on the line at the same 
time. 

To improve the throughput, we use mechanisms similar to 
the well known media access mechanisms of cmier sense and 
collision detection. Carrier sense and collision detection and 
their various flavors (non-persistent, p-persistent, etc.) have 
been analyzed in [221 and elsewhere. 
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In Idld a node senses if its transmission would cause 
interference before transmission. If it senses that interference 
would occur, it defers and attempts to transmit again after a 
delay. This is called Interference Sense. This form of media 
access means that a node must have at least two receivers, if 
i t  wants to transmit and receive at the same time. 

After sensing the line, a node must decide whether to 
transmit or not. There are two cases to consider: 

Will the current state of the line impact the node’s 

. Will the node’s transmission impact other codewords on 

It is possible for the node to sense whether the transmission 
on the line will interfere with its transmission by comparing 
the chips on the line with its codeword. For example, in 
Figure l(a) the transmission on the line (codeword 3) has 
power in the Ist, 4th and 6th chips and will therefore overlap 
with the ‘1 chips’ of the codeword to be transmitted. If the 
transmission were delayed by 3 chip times, then there would 
be no interference. 

The node needs a non-limiting receiver to determine if 
its transmission will impact other codewords on the line. A 
non-limiting receiver is able to determine the magnitude of 
each overlap by sensing the total power level. For example, 
in Figure l(c), the node that is to transmit knows that there 
is potential for a codeword to be lost, because it sees that 
the addition of its code will result in 3 overlaps. It knows 
that the weight of the codeword is 3 and so it knows that 
there is potential for interference. This does not necessarily 
mean that there will be interference, but the probability of 
interference increases with the number of such overlaps. With 
a hard limiting receiver it is not possible to determine this as 
indicated in Figure l(b). 

To limit the interference on the line, we define two inter- 
ference sensing parameters: 

The maximum magnitude of an overlap, the overlap 

The number of the maximum magnitude overlaps, the 

Before transmission, a node determines whether its trans- 
mission would cause these limits to be exceeded. If it does, 
the node does not transmit and backs off. Alternatively, instead 
of bacldng off, the node could choose to transmit a few chip 
times later, if it determines that delaying the packet by a few 
chip times will reduce chances of interference. 

After starting transmission, a node continues to sense for 
interference. Due to the finite propagation delay, the packet 
still remains vulnerable to KanSmiSSioIIS from other nodes 
that may have been started in the interval between the start 
of transmission and the packet reaching them. The other 
nodes may not yet have sensed the sender’s transmission. 
We term the interval during which this could happen, the 
vulnerable period. During transmission, if the sending node 
determines that interference has occurred, it can choose to 
stop transmission, back off and retransmit. This is called 

transmission? 

the line? 

magnirude limit thresh,,, 

overlap count limit thresh, 

Interjerence Detection. 
Several mechanisms have been studied in the context of 

carrier sense and collision detection in CSMAICD networks 
to reduce the delay and to avoid capture of the medium [23]. 
In particular, there are two parameters which influence the 
delay: the interval after which the node retries, called the 
backzfltime, and the number of times that the node attempts 
to retransmit a packet, called the bacbff count. 

Reducing the interference sensing parameters will limit the 
number of codes allowed on the line and thereby reduce 
interference. The parameters can be tuned for minimum inter- 
ference or to allow a certain amount of interference. An ideal 
mechanism would adjust the limits such that the number of 
codes on the line is maintained optimal and the media access 
delays are kept within bounds. 

The interference sensing operation takes a finite amount of 
time. With 4B15B encoding of data, five data bit times will be 
sufficient to receive information about all the codes currently 
being transmitted on the line. For a network of chipping rate 
1Gbls and N = 100, the data rate is lOMb/s. This implies 
that the sensing operation must be done within a few tenths 
of a microsecond which is well within the capability of today’s 
processors. 

It is interesting to note that the media access delay does not 
necessarily mean that packets suffer queuing delays. Packets 
can be transmitted out of order. For example, a node may 
have to transmit two packets on two different codewords. 
Interference on the line may prohibit the sending of the first 
packet, but may allow the second packet to be transmitted. 

A more formal discussion of different algorithms for in- 
terference sensing and detection may be found in [24]. A 
deeper analysis of the sensing parameters and their effect on 
throughput may also be found there. 

VI.  ANALYSIS OF ALOHA-CDMA WITH DIFFERENT 
CODESET PARAMETERS 

In this section we analyze the throughput of the Aloha- 
CDMA mechanism under different code construction param- 
eters. We show that varying the codeset design parameters 
(increasing the code length or relaxing the correlation con- 
straints) does not provide much benefit in terms of network 
throughput. 

The approach we follow is to develop expressions for the bit 
collision probabilities under different code design parameters 
and then extend these expressions to determine the network 
throughput. 

The correlation constraint K influences the amount of in- 
terference on the network. A codeset may he constructed to 
minimize the interference between codeword pairs by mini- 
mizing IC. This results in a low number of codewords in the 
codeset. An alternative design is to increase the codewords 
in a codeset by reducing the constraints on n. Depending on 
the distribution of the correlation between codewords, it is 
possible that this may result in a reduction in interference and 
an increase in throughput. 
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The values n = 1 and n = w represent the bounds within 
which a codeset may be constructed. They provide lower and 
upper bounds on the maximum crosscorrelation of an OOC. A 
codeset with n = ?U, will have several codes whose chip offsets 
correspond to other codes. This codeset represents the upper 
bound on the maximum crosscorrelation between individual 
codewords. To determine the impact of varying n on the 
bit collision probability we develop expressions for the bit 
collision probability when n = 1 and n = w. 

A. Probability of bit collision for n = w 

When IC = ?U there is no constraint on the placement of 
1's in a codeword, except for the constant weight constraint. 
1's may be placed anywhere in the codeword because the 
restriction is that maximum number of common 1's between 
any pair of codes is equal to the weight of the code. 

An error occurs when the number of overlaps is equal to 
the receiver threshold. The threshold is generally set to the 
weight w of the code. For a constant weight codeset of length 
N ,  weight w, if any two codewords are chosen randomly 
from the sample space consisting of the codewords and their 
cyclic shifts, then the probability of them having b chips 
overlapping is given by the hypergeometric distribution [25].  
The probability of a bit collision, given that there are m 
packets on the line, in addition to the codeword being received, 
P,(w), is calculated in Appendix I. 

B. Probability of bit collision for n = 1 
The maximum cross correlation between pairs of codes is 

1. Therefore, if any two codewords are chosen randomly from 
the sample space consisting of the codewords and their cyclic 
shifts, then there are three cases: either 1 chip may overlap, 
0 chips may overlap or w chips may overlap (if the same 
codeword is chosen). The bit collision probability given m 
packets on the line in addition to the codeword being received, 
P,(w) is calculated in Appendix II. 

C. Bit collision probability vs. ofered load 
If there are m bits simultaneously on the line, then the 

offered load on the network is mB/N,  where B is the 
chipping rate of the network. Expressed as a fraction of the 
chipping rate, the normalized offered load is mlN.  

A graph of the probability of hit collision against the offered 
load is shown in Figure 2. The graph shows the bit collision 
probability for four typical code sets. The collision probability 
is marginally lower for a ( N ,  w, n)  = (IO, 3, 3) codeset 
compared to a ( IO,  3, 1) codeset indicating that our hypothesis 
that an increase in n may result in overall lower bit collision 
probability may be correct. However this improvement is 
marginal and reduces as the load on the network increases. 
However for longer codes, such as the (100, 3, 1) and (100, 
3, 3) where N >> w, the hypothesis is incorrect. There is 
no discernible difference in the bit collision probabilities. The 
bit collision probability for a 100 chip codeset is lower than 
that of a 10 chip codeset. However this does not necessarily 
translate into higher network throughput as will be shown. 

Fig. 2. Robability of a bit collision (P,(w)) against nmnatizsd offered load 
(mlN) for different cadeset design parameters ( N ,  w ,  n) far Aloha-CDMA. 

D. Nehvork throughput 
The presence of simultaneous packets on the line in Aloha- 

CDMA can be modeled by an M/M/oo  queue. We choose 
the Poisson traffic model for ease of calculation. We consider 
more realistic traffic models in later sections and validate our 
hypothesis through simulation. 

Consider an infinite user population and let the aggregate 
traffic arrival rate be Poisson with an average packet arrival 
rate of X packets per second. Assume the packet lengths are 
exponentially distributed with an average packet length of L 
bits. When a packet is transmitted it stays on the line for a 
duration of time that is exponentially distributed with average 
equal to the packet length divided by the data rate in bits per 
second. Thus, 

UP = L / ( B / N )  

where p is the average service rate, B is the overall network 
bandwidth (the chipping rate) and N is the code length. 

Packets are transmitted on the line on arrival and there is 
no limit on the number of simultaneous packets on the line. 
Therefore, the number of packets on the line is equivalent 
to the number of packets in an M / M / m  system. From 
queuing analysis [261, the probability of having n packets in 
an M / M / m  system (on the line) is 

where p = Alp, An error occurs when there are n packets on 
the line that can interfere with the code being received. The 
probability of a packet collision for an arrival rate A, packet 
length L, codeword length N is given by 

where P,(zu) is the probability of an error given that n bits 
(codewords) are simultaneously on the line (from Section VI- 
A). The throughput efficiency of the network, the fraction of 
packets that are received correctly, is given by 

Thaloho-cdma 1 - Pewov  



A. Interference not prevented by the interference sensing limits 
If the network is always backlogged, then the number of 

packets on the line will be the maximum possible given 
the threshold constraints imposed by the interference sensing 
limits. At any given time let the number of backlogged packets 
be 1. Of the 1 packets offered for transmission, only m packets 
will actually be transmitted on the line because the IdId media 
access mechanism restricts transmission of the packets. We 
calculate the probability of error in two steps: we calculate 
the probability of having m packets on the line given that I 
packets are offered for transmission and then we calculate the 
probability of error given that m packets are on the line. 

The probability of having m packets on the line, given that 
1 packets are offered to the network is 

tu Fig. 3. Network throughput (Th.i.ho-cdmo) againsl offered load i 
different codesel design parameters ( N ,  10, K )  f a  Aloha-CDMA from L 

analysis. Ihe average packet length was 500 bytes and the chipping rate was & , e ( m , 1 )  (1 - P t h r e s h ( m ) )  n (Pth ,esh(n))  
n=m+l IGbls. 

A graph of throughput against offered load is shown in 
Figure 3 for the same set of codes analyzed in the previous 
section. Here load is defined in a similar manner to the 
previous section. If packets are arriving at a rate X packets 
per second, the mean number of packets on the line is X/p 
and the offered load on the network is ( X / p ) ( B / N )  = XL 
b/s. Expressed as a fraction of the chipping rate this is XL/B. 
An average packet length of 500 bytes and a chipping rate of 
1Gb/s were used. 

where Pth,&(m)  is the probability that the threshold 
(thresh, overlaps) has been exceeded with m packets on the 
line. 

N 

P f h r e s h ( m )  pouer(m,q) 
q=thresh, 

where P,,,,(m, q)  is the probability of q overlaps, given that 
m packets are on the line. This is calculated in Appendix III. 

The probability of a bit collision when 1 packets are offered, 
Pe,,or-sensing(l), is given by 

I 

pewoT-sensing(l)  = C f i i n e ( m ,  l ) . ~ k T ( m )  The throughput attains the maximum normalized throughput 
of around 0.3 at around 50% load. This is the fundamental _-n 

limit that optical CDMA imposes on the available bandwidth 
and is independent of the media access mechanism used. As 
expected, at higher loads we see throughput collapse due to 
interference. As predicted from the bit collision probabilities, 

where Pk,(m) is the probability of an enor given that 
packets are on the line, It is calculated in Appendix Iv. 
8. Interfrence Mt sensed due to finite propagation delay 

the throughput of a (10, 3, 3) code is marginally higher than 
that of a (10, 3, 1) code. 

At low loads a (100, 3, 3 )  code performs as well as a (10, 3, 
3) code because the sparseness of the 1 chips in the codewords 
results in low interference. This offsets the increase in the 
packet service rate. However at higher loads more and more 
codes are on the line simultaneously due to increased offered 
load and lower service rate. As a result, the probability of a 
collision increases and the throughput of the codeset of length 
100 degrades to lower than that of the codeset of length 10. 
Note that throughput only marginally improves by varying the 
codeset design parameters N and n. 

VII. ANALYSIS OF W I D  MEDIA ACCESS 

We also need to take into account the probability of interfer- 
ence that is not sensed due to the finite propagation delay. Two 
nodes may sense no interference and transmit at the same time 
and their packets may interfere and be lost. m e  probability of 
a packet being cormpted and lost due to interference depends 
on: 

The number of other packets that arriveileave during the 
time when this packet is on the line, i.e., the service time 

. The number of other packets that arrive during this 

where p is the average service rate, L is the average packet 
length, B is the overall network bandwidth (the chipping rate) 
and N is the code length. The probability of a packet collision 

of this packet t,,,,i,, = l/p = L / ( B / N )  

packet's vulnerable period tvulneroble 

As with Aloha-CDMA, we analyze the IdZd mechanism for when 1 packets are offered to the network is 
bit collision probabilities and network throughput. In an MId 6 
network, a packet may be lost due to two reasons: Perror-coLL%szm(l) = 9,ne(m, ~ ) . P ( E , T , O d ~ ) )  . It may be within the interference sensing limits, but may m=o 

still cause interference. 

network prevents perfect interference sensing. 

where E,,,,,(m) is the event that an error occurs when m 
packets are on the line during the service time t,,,,,,, of the 
packet. 

It may be lost because the finite propagation delay of the 
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Though m packets arrived during the service time, only a 
few of them, say q would have arrived during the vulnerable 
period. Therefore, 

m 

P(~evTov(m)) = P(Euuinernbie(q, m) ) .pbeF(q)  
9-0 

where EvuineraMe(qrm) is the event that q packets arrive 
during the vulnerable period, given that m packets are on the 
line 

The arrival times of packets on the line are controlled by the 
media access control protocol. However if we assume that the 
anival times of packets on the line are uniformly distributed 
across t,,,,i,, then the probability distribution of the event 
that q packets arrive during t,,&,eroble. given that rn arrivals 
have occurred during taer.,ice, is given by 

where P = tvuinerable/tservice 

C Overall thmugliput 
For a packet to be transmitted without error, it must sur- 

vive both the possible causes of error. Therefore throughput 
efficiency of the network when 1 packets are offered for 
transmission is given by 

Thi,id = (1 - P,,,,,~,,iii,i,(l))(l - pevov-aensing(l)) 
A graph of Th;,;,j against offered load is shown in Figure 4. 

Note that as the offered load increases, the number of packets 
on the line increases till the interference sensing limit thresh, 
is exceeded. Any increase in offered load after that does 
not result in more packets on the line. As a result, the bit 
collision probability remains constant. So does the probability 
of the threshold failing to catch a case of interference. The 
parameters used were the same as described in the previous 
section. The vulnerable time was set to lops, while the 
thresholds used were thresh, = 2 for both codesets, ,and 
thresh, = 4 for the (10, 3, 3) codeset and thresh, = 40 
for the (100, 3, 3) codeset. The throughput remains constant 
above around 30% load. 

Note that the network operates at close to optimal through- 
put after the interference sensing limit is reached even at high 
loads. In this analysis the only cause of throughput degradation 
was interference. At high loads, packets are delayed and may 
time out. We analyze this in the next section. 

VIII. REALISTIC TRAFFIC MODEL 

To evaluate the performance of Aloha-CDMA and Idld 
on a real network we modeled realistic traffic patterns on 
a network. 

The traffic model used was based on data obtained from a 
real LAN. A structural modeling method [27] was used to gen- 
erate the actual traces used. The traffic trace was generated by 
a simulation that modeled Internet web traffic characteristics. 
Packet sizes varied between 40 and IS00 bytes. The generated 
traffic had an average offered load of around SOMb/s over a 

period of 360s. Several traces were merged appropriately to 
generate higher loads. The network simulated used a IGb/s 
chipping rate and had 100 nodes on the network. Codewords 
were allocated based on destination addresses. Once the traffic 
traces were generated, they were fed to a discrete event 
simulator capable of simulating a network using Aloha-CDMA 
and l a d .  To determine if a packet was lost due to interference 
the packet arrival time, its codeword, the other codewords on 
the line and their relative chip offsets (depending on their 
arrival times) were used. The simulator was instrumented 
to measure several parameters: overall throughput, average 
number of packets on the line, number of transmission reuies, 
number of packets lost due to interference and due to timeouts. 

The results in Figure 5 show the throughput for the Aloha- 
CDMA and the Idld mechanisms. The results are indicated 
for a (10, 3, 3) codeset. The throughput represents the overall 
throughput (packets are lost due to both interference and 
timeouts). The differences in the results when comparej to the 
analysis can be attributed to the bursty nature of real traffic. 
The network experiences higher loss of packets during periods 
of burstiness, resulting in higher overall packet collision prob- 
abilities. The graphs are shown for different values of backoff 
count bc (100,500 retries), backoff timer bt (5ps) and thresh, 
(4, 6 overlaps). thresh,,, was fixed at 2 overlaps. 

A graph of the delay against offered load is show in 
Figure 6. Although the delay rises (and varies a lot as indicated 
by the standard deviation), if the backoff counter is set fairly 
low (100 retries) the number of backlogged packets remains 
stable and the delays remain low. Despite setting the backoff 
counter low, the throughput doesn't degrade noticeably from 
its maximum. 

Overall, the results indicate that the IdId mechanism can 
result in higher throughput on an optical CDMA network. 
Throughput reductions are due primarily to packets timing out 
(because the backoff counter has been exceeded) as indicated 
in Figure 7 which shows the fraction of the total number of 
packets that are lost due to interference and the fraction lost 
due to timing out. As can be seen the fraction lost duc to 
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Fig. 5. lhroughput against offered load using realistic network traces for the 
Aloha-CDMA mechanism and Isfld. Plots are shown for different mdeseu (for 
Aloha-CDMA) and different valuer of the backoff timer(ht), backoff cwnt(k) 
and overlap threshold(t) (for ld4. 

_*.diad 

Fig. 6. Delay against offered load using realistic network traces for the Isfld 
mechanism. Plots are s h o w  for different values of the backoff timer(6t), 
backoff munl(bc) and overlap threshold(t). 

interference remains constant 

IX. LIMITATIONS 

Our analysis has several limitations. We assumed that 
multiuser interference is the chief source of error and have 
neglected other sources of noise such as shot noise and beat 
noise [41. 

We have not discussed how a node will tune its transmitter 
to the receiver's codeword. We assume that a node may 
be equipped with multiple decoders and encoders. A fast 
tunable transmitter/receiver is not a hard requirement of our 
system, although its presence would make the system more 
flexible, Recently it has been proposed to use optical microres- 
onators [28] as optical CDMA encoders. These devices, which 
can be tuned electronically at speeds up to IOGHz, will enable 
fast tuning of transmitters and receivers. 

X. CONCLUSION 

Optical CDMA networks have been studied for several 
years, However concerns about their throughput have led to 
skepticism about their utility. 

Fig. 7. Breakdown of the fraction of packets drappd (w a fraction of the 
tafal packets seat) against offered load using realistic network traces for the 
lslld mechanism and a (IO, 3, 3) d e .  

We proposed the use of Interference Avoidance as a method 
of improving throughput under heavy load. Comparing Aloha- 
CDMA and the isbd mechanisms on an optical CDMA link 
is analogous to the comparison between unslotted Aloha and 
CSMAKD mechanisms. Like unslotted Aloha, Aloha-CDMA 
has zero media access delay and low throughput. The is/ld 
mechanism improves throughput at the cost of increased delay 
in a manner similar to C S W C D .  We analyzed Id id  and have 
shown it is possible to operate an optical CDMA LAN at 
close to its maximum possible throughput at high loads. A 
judicious choice of the interference sensing parameters can 
ensure that the delay is kept within reasonable bounds. We 
show that without using interference avoidance, varying the 
codeset design parameters does not significantly improve the 
throughput. 

An area for further research is a deeper study of interference 
sensing parameters and how their choice can impact through- 
put and delay. Another area of research is whether interference 
avoidance can be used with multiwavelength optical CDMA 
networks [29]. 
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APPENDIX I 
ALOHA-CDMA MECHANISM: PROBABILITY OF BIT 
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Let P,(b) be the probability kat  b chips overlap between the 
m codewords and the received codeword. 

Then 

V i , j  
s.t. i + j = b 

where Et(i) is the event that there are i unique overlaps 
between the mth codeword and the received codeword. 
& ( j )  is the event that there are j unique overlaps between 
the m - 1 preceding codewords and the received codeword. 

Then, 

Pm(b) = C V ; , j  p ( & ( i ) . E ~ ( j ) )  
s.t. i + j  = b 

=E V2,j P ( E ~ ( i ) l E z ( j ) ) . P ( E z ( j ) )  

=E vi , j  P(Ei(i)lEz(j)) .P,-i( j)  
s.t. i + j  = b 

s . t . i + j = b  

There have already been j overlaps between the preceding 
m - 1 codewords and the codeword to be received. Hence the 
probability of i new overlaps is the same as the probability of 
i overlaps in a codeword of weight w - j ,  given w choices. 
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and from ( 1) 

An error occurs when the number of overlaps is equal to the 
receiver threshold. The threshold is generally set to weight 
w of the code. Therefore, the probability of an error with m 
codewords on the line is given by P,(w). 

APPENDIX I1 
ALOHA-CDMA MECHANISM: PROBABILITY OF BIT 

COLLISION FORK = 1 
The maximum cross correlation between pairs of codes is 

1. Therefore, if any two codewords are chosen randomly from 
the sample space consisting of the codewords and their cyclic 
shifts, then there are three cases: either 1 chip may overlap, 
0 chips may overlap or w chips may overlap (if the same 
codeword is chosen). The probability of overlap is given by 

P(1) = w 2 / N  
P(w) = l / S N  
P(0)  = 1 - P ( l )  - P(w) 
P(k) = o  k @ (0,L w )  

where S is the size of the codeset. We use the the Johnson 
bound as the size of the codeset. As in Appendix I we can 
define P,,,(b), E1 and Ez. The relationship between P,(b), 
El and Ez follows from Appendix I, 

Pm(b) = P(El(i)lEzCi)).Pm-i(j) 
Vi ,  j 

s i .  i + j  = b 
Consider P(El(i)lE2(j)) .  As before, there are three cases 

to consider. There have already been j overlaps between the 
preceding m - 1 codewords and the codeword to be received. 
Therefore the probability of i new overlaps is the same as the 
probability of i overlaps in a codeword of weight w - j ,  given 
w choices. 

f W(W - j ) / N  
when w - j f  1 

= { (w(w  - j ) S  + l ) / S N  
when w - i = l  

P (  El (1 ) I E z ( j ) )  

APPENDIX 111 
W I D  MECHANISM: PROBABILITY OF AN OVERLAP 

We assume that the overlap magnitude threshold, thresh,,, 
is fixed at 2. Due to space limitations we provide the analysis 
only for n = w. Let PoueV(m, q)  be the probability that there 
are a total of q overlapping chip pairs in the m codewords. 
We denote the hypergeomevic probability of choosing k as 
hyp(N, K ,  n, k), where N is the total number of possible 
choices, K the number of favorable choices (the weight), n is 
the number of trials. Then, 

Po"er(m,d = P(E3(i).f34(j)) 
V i , j  

s.t. i + j = q 

where Es(i) is the event that there are i overlaps of magnitude 
thresh, between the mtA codeword and the preceding m- 1 
codewords. 
E4(j) is the event that there are j overlaps of magnitude 
thresh, between the the m - 1 preceding codewords. Then, 

P w e , ( ~  4)  = C v i , j  P(&(i )&( j ) )  
s . t .  i + j  = q 

= v i , j  P(W(i)lES(j)).P(E4(j)) 

= v i , j  P(w(i)lE4(j)).P,",,(m - 1 , j )  
s i .  i + j  = q 

s.t .  i + j  = q 

When there have already been j overlaps of magnitude 
2, the number of possible overlaps remaining is mw - 2 j .  
The number of remaining possible overlaps depends on the 
threshold thresh,. Therefore, 

P(Edi)tEdj)) 

h y d N  - j ,  ( m w  - 2j ) ,w,  4 
when w 2 thresh, - j =I when w < thresh, - j 

h y p ( N - j , ( m w  -2 j ) , thresh , - j , i )  

and, 

Pauer(l,q) = h w ( N , w , w , q )  

APPENDIX IV 
IS/ID MECHANISM: PROBABILITY OF A BIT COLLISION 

The analysis for the bit collision probability Pber(m) is 
similar to the analysis in Appendix I, except that the number 
of possible overlaps depends on the threshold thresh,. Let 
P,(b) be the probability that b chips overlap between the m 
codewords and the received codeword. 

Then, 

Pm(b) = P(Ei ( i ) .Ez ( j ) )  
V i , j  

s . t . i + j = b  
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where El(i) is the event that there are i unique overlaps 
between the mth codeword and the received codeword. 
& ( j )  is the event that there are j unique overlaps between 
the m - 1 preceding codewords and the received codeword. 

Thus, the probability of b collisions given that m bits are 
on the line is given by, 

Pm(b) =C vi, j  P(Ei(i)J%(j)) 
s.t. i + j  = b 

= c vi , j  P(Ei(i)lEZ(j)).P(EZ(j)) 

= c vi,j P(Ei(~)IEZ(~)).P,-i(j) 
s.t. i + j = b 

s.t. i + j = b 

h d N  -3, (W - j ) ,  W ,  i) 
when w 2 thresh, - j 

hyp(N -j, ( w  - j), thresh, - j , i )  
when w < thresh, - j 

?he bit collision probability given that there are m code- 
words on the line is Pber(m) = P,(w). 
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